AWR-136 Essential of Community Cyber Security

MUST be a U.S. Citizen per U.S. DHS rules or properly vetted through DHS.

Pre-Registration Required with IAEM and separately with TEEX

Registrants will receive a separate URL link from TEEX to access this training outside the IAEM virtual conference platform.

CEUs - IACET - 0.4

Sponsoring Organization: TEEX

AWR-136 provides participants with an introduction to concepts related to community cybersecurity. Participants will examine the different types of cyber attacks, how communities are vulnerable to cyber attacks and incidents, and what types of organizations are most likely to be targeted. This course will also introduce the participants to the Community Cyber Security Maturity Model and how to use the model to build a community cybersecurity program and their cyber resilience.

Topics:

• Why cybersecurity is important

• Unstructured threats

• Structured threats

• Highly structured threats
• The Community Cybersecurity Maturity Model (CCSMM)

• Things a community can do to initiate a cybersecurity program

• Where to go for help

A FEMA Student Identification (SID) number is required. Obtain your SID at https://cdp.dhs.gov/FEMASID

4 hrs.: Fri. 4/19, 9:00am – 1:00pm

Minimum Participation 25, Maximum Participation 40